<table>
<thead>
<tr>
<th>STATE</th>
<th>LEGISLATIVE PROCESS</th>
<th>STATUTE/BILL (HYPERLINKS)</th>
<th>COMMON NAME</th>
<th>CONSUMER RIGHTS</th>
<th>BUSINESS OBLIGATIONS</th>
</tr>
</thead>
<tbody>
<tr>
<td>California</td>
<td>SB 346</td>
<td>California Consumer Privacy Act (2018; effective Jan. 1, 2019)</td>
<td>Proposition 24</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Colorado</td>
<td>SB 189</td>
<td>Colorado Consumer Privacy Act (2021; effective July 1, 2023)</td>
<td>Consumer Privacy Act (2021; effective July 1, 2022)</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Connecticut</td>
<td>SB 131</td>
<td>Connecticut Consumer Privacy Act (2021; effective July 1, 2023)</td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Indiana</td>
<td>SB 323</td>
<td>Indiana Consumer Data Protection Act (2022; effective Jan. 1, 2023)</td>
<td>X</td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>Massachusetts</td>
<td>SB 384</td>
<td>Montana Consumer Data Privacy Act (2023; effective Jan. 1, 2024)</td>
<td>Consumer Privacy Act (2021; effective April 1, 2022)</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Oregon</td>
<td>SB 820</td>
<td>Oregon Consumer Privacy Act (2022; effective Jan. 1, 2023)</td>
<td>HB 2326</td>
<td>Consumer Privacy Act (2021; effective July 1, 2022)</td>
<td>X</td>
</tr>
<tr>
<td>Tennessee</td>
<td>HB 1280</td>
<td>Tennessee Information Protection Act (2018; effective Jan. 1, 2019)</td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Texas</td>
<td>SB 4</td>
<td>Texas Data Privacy Act (2023; effective July 1, 2024)</td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td>Utah</td>
<td>SB 127</td>
<td>Utah Consumer Privacy Act (2022; effective Dec. 1, 2021)</td>
<td>X</td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>Virginia</td>
<td>SB 620</td>
<td>Virginia Consumer Data Protection Act (2020; effective Jan. 1, 2021)</td>
<td>X</td>
<td>X</td>
<td></td>
</tr>
</tbody>
</table>

### Consumer Privacy Bills

- **California Consumer Privacy Act (Proposition 24)** (2018; effective Jan. 1, 2019)
- **Colorado Consumer Privacy Act** (2021; effective July 1, 2023)
- **Connecticut Consumer Privacy Act** (2021; effective July 1, 2022)
- **Indiana Consumer Data Protection Act** (2022; effective Jan. 1, 2023)
- **Oregon Consumer Privacy Act** (2022; effective Jan. 1, 2023)
- **Tennessee Information Protection Act** (2018; effective Jan. 1, 2019)
- **Texas Data Privacy Act** (2023; effective July 1, 2024)
- **Utah Consumer Privacy Act** (2022; effective Dec. 1, 2021)
- **Virginia Consumer Data Protection Act** (2020; effective Jan. 1, 2021)

### Inactive Bills

#### Active Bills

- **Connecticut Data Privacy Act** (HB 3241)
- **Illinois Data Privacy Act** (SB 2080)
- **Kentucky Consumer Protection Data Act** (SB 189)
- **Louisiana Consumer Privacy Act** (SB 490)
- **Rhode Island Data Transparency and Consumer Data Protection Act** (HB 1385)
- **Virginia Consumer Privacy Act** (SB 620)

#### INACTIVE BILLS

- **Connecticut Personal Data Protection Act** (HB 3241)
- **Illinois Personal Data Privacy and Protection Act** (HB 3498)
- **Kentucky Consumer Protection Data Act** (SB 189)
- **Louisiana Consumer Privacy Act** (SB 490)
- **Rhode Island Data Transparency and Privacy Protection Act** (SB 189)
- **Virginia Consumer Privacy Act** (SB 620)

#### Maryland Data Act (SB 197)

- **Minnesota Personal Data Privacy Act** (SB 1820)

#### New Hampshire Consumer Privacy Act (SB 217)

- **Oklahoma Consumer Data Privacy Act** (SB 600)

#### Rhode Island Data Transparency and Privacy Protection Act (SB 5555)

- **South Dakota Data Privacy Act** (SB 754)

### Consumer Rights

- Right to access
- Right to correct
- Right to limit processing
- Right to object
- Right to portability

### Business Obligations

- Notice/transparency requirement
- Risk assessments
- Purpose/processing limitation
- Risk of harm
- Purpose/processing limitation
- Sensitive data
- Right to deletion
- Right to opt-out of certain automated decision making
- Right to not be discriminated against for exercising rights

*All states have a right to access, a right to limit processing, a right to object and a right to deletion for specific purposes.*
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TERMS USED IN CHART
The US State Privacy Legislation Tracker chart contains terms regarding the legislative process, consumer rights and business obligations. To better understand these terms and how IAPP is using them in the chart, see below.

Please note: This tracker only includes bills intended to be comprehensive approaches to governing the use of personal information. If a bill does not appear on the tracker, it does not qualify due to its scope, coverage, rights or purpose. Industry-specific, information-specific and narrowly scoped bills, e.g., data security bills, are not included.

LEGISLATIVE PROCESS
Each state legislature has a unique legislative calendar and different legislative procedures. This set of columns generalizes those different legislative procedures into six categories:

- **Introduced** — A bill has been introduced on a legislative chamber floor but has not yet moved into committee.
- **In Committee** — A bill is moving through the various committees in its chamber of origin.
- **In Cross Chamber** — A bill has passed a vote in its chamber of origin and moved to the opposite chamber of the legislature (e.g., a state house of representatives passed a bill and it moved to the state senate).
- **In Cross Committee** — A bill is moving through the various committees in its non-originating chamber.
- **Passed** — Both chambers of the legislature have passed the bill.
- **Signed** — The governor signed the bill and it is now law.

CONSUMER RIGHTS

- **Right to access** — The right for a consumer to access from a business/data controller the information or categories of information collected about a consumer, the information or categories of information shared with third parties, or the specific third parties or categories of third parties to which the information was shared; or, some combination of similar information.
- **Right to correct** — The right for a consumer to request that incorrect or outdated personal information be corrected but not deleted.
- **Right to delete** — The right for a consumer to request deletion of personal information about the consumer under certain conditions.
- **Right to opt out of certain processing** — The right for a consumer to restrict a business’s ability to process personal information about the consumer.
- **Right to portability** — The right for a consumer to request personal information about the consumer be disclosed in a common file format.
- **Right to opt-out of sales** — The right for a consumer to opt out of the sale of personal information about the consumer to third parties.
- **Right to opt in for sensitive data processing** — The right for a consumer to opt in before a business can process their sensitive data.
- **Right against automated decision making** — A prohibition against a business making decisions about a consumer based solely on an automated process without human input.
- **Private right of action** — The right for a consumer to seek civil damages from a business for violations of a statute.

BUSINESS OBLIGATIONS

- **Opt-in default (requirement age)** — A restriction placed on a business to treat consumers under a certain age with an opt-in default for the sale of their personal information.
- **Notice/transparency requirement** — An obligation placed on a business to provide notice to consumers about certain data practices, privacy operations, and/or privacy programs.
- **Risk assessments** — An obligation placed on a business to conduct formal risk assessments of privacy and/or security projects or procedures.
- **Prohibition on discrimination (exercising rights)** — A prohibition against a business treating a consumer who exercises a consumer right differently than a consumer who does not exercise a right.
- **Purpose/processing limitation** — An EU General Data Protection Regulation-style restrictive structure that prohibits the collection/processing of personal information except for a specific purpose.