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The International Association of Privacy Professionals (IAPP) is the world’s largest association of privacy professionals, representing more than 8,000 members from businesses, governments and academic institutions across 70 countries.

The IAPP was founded in 2000 with a mission to define, support and improve the privacy profession globally through networking, education and certification. We are committed to providing a forum for privacy professionals to share best practices, track trends, advance privacy management issues, standardize the designations for privacy professionals, and provide education and guidance on opportunities in the field of information privacy.

The IAPP is responsible for developing and launching the first broad-based credentialing program in information privacy, the Certified Information Privacy Professional (CIPP). The CIPP remains the leading privacy certification for professionals who serve the data protection, information auditing, information security, legal compliance and/or risk management needs of their organizations. The program has since grown to include the CIPP/G, CIPP/C, CIPP/IT and CIPP/E. Today, many thousands of professionals worldwide hold an IAPP privacy certification.

In addition, the IAPP offers a full suite of educational and professional development services and holds annual conferences that are recognized internationally as the leading forums for the discussion and debate of issues related to privacy policy and practice. Learn more about the IAPP at www.privacyassociation.org.

About IAPP Europe

IAPP Europe is a unique community for European data protection and privacy professionals. IAPP Europe was created to provide education, networking, conferences and professional development resources tailored to the unique needs of the European data protection community and has been guided by an esteemed group of European privacy and data protection experts. Learn more at www.privacyassociation.org/europe.
The IAPP is pleased to present this textbook, which underpins the first professional credential program created specifically for European data protection professionals—the Certified Information Privacy Professional/Europe (CIPP/E).

The development of the CIPP/E program—and this book—would not have been possible without the leadership of IAPP Europe Managing Director Rita Di Antonio and the guidance and support of our European Advisory Board members. This esteemed group includes privacy and data protection experts from many areas of both the public and private sectors.

Our sincere thanks go out to Rita and these dedicated individuals. Past and present members of the IAPP’s European Advisory Board include:

Bojana Bellamy, LLM, Director of Data Privacy, Accenture
Ruth Boardman, Partner, Bird & Bird
Gary Davis, Deputy Commissioner, Office of the Data Protection Commissioner, Ireland
Pascale E. Gelly, CIPP/E, Cabinet Gelly
Sue Gold, Executive Counsel, The Walt Disney Company Limited
Rafael Garcia Gozalo, Head of the International Department, Spanish Data Protection Authority
Hazel Grant, Partner, Bristows
Christoph Klug, Managing Director, German Association for Data Protection and Data Security (GDD)
Gabriela Krader, Corporate Data Protection Officer, Deutsche Post
Christopher Kuner, Partner, Hunton & Williams LLP
Denise Lebeau-Marianna, Partner, Baker & McKenzie
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Florian Thoma, Chief Data Protection Officer, Siemens AG
Richard Thomas, Global Strategy Advisor, Hunton & Williams LLP
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On behalf of the IAPP, I would like to thank Eduardo Ustaran and the members of his team at the Field Fisher Waterhouse Privacy and Information Law Group, who researched, drafted and revised this text for the CIPP/E program. It has been a pleasure working with this talented group of data protection professionals on the development of this important book.

This project was fortunate to have input from Sue Gold of Disney, Neil Matthews of Dell and Matthias Pollmann of the Bundesministerium des Innern, who reviewed the manuscript and offered suggestions on content and delivery. I am grateful for their perspectives and expertise on European data protection and privacy matters, and for their constructive comments, which helped shape this text.

I thank Elissa Myers, CAE, editor, who brilliantly managed the editorial dialogue among the book’s many contributors. Elissa’s attention to detail and tenacity were critical to its successful production. Thanks, too, to Sarah Weaver, copy editor, who applied her outstanding skills to ensure consistency and accuracy in language and organization.

It has been an honor to work with so many fine European data protection and privacy professionals in the development of the CIPP/E program. To all who contributed to this effort, please accept my sincere gratitude.

Richard Soule
Certification Director, International Association of Privacy Professionals
I am honoured to present this book to the European data protection community.

*European Privacy* is the remarkable result of collaboration among European data protection experts. From their efforts emerges this body of knowledge—the foundational facts and concepts that all data protection professionals must understand to be effective in their roles and excel in the field.

This text has been created for many—from those new to the profession to the highly experienced data protection practitioner. But mostly, it will serve as an invaluable resource for those seeking a data protection credential. The IAPP’s Certified Information Privacy Professional/Europe (CIPP/E) credential brings an integrity measure to the field. For the first time, European and global professionals have a means of measuring and demonstrating their understanding of European data protection laws, concepts, criteria and obligations. The new CIPP/E certification will prove a useful credential for those looking for new data protection roles on the job market, but also for all organisations seeking to provide further education for their people—from data protection and privacy officers, lawyers, HR and marketing managers to engineers developing new products and services.

This book—and the credential—could not come at a better time.

The need for more data protection professionals is being recognised beyond Europe. On a global scale, organisations and regulators are realising the need for depth in this area. In the coming months and years, the number of professionals who spend day-in and day-out handling data protection matters will grow, as will their need for expanded and global knowledge.

The CIPP/E and this textbook mark a milestone in the evolution of our data protection field. The issues in our field are complex, and progress on them is often slow. A well-informed professional body will help us find harmony and resolution in an increasingly turbulent landscape of data protection practice and law.

Bojana Bellamy, LLM
*Chairman*, International Association of Privacy Professionals
*Director of Data Privacy*, Accenture